
Politica per la Sicurezza delle Informazioni

La Direzione di Demont Srl, certa che l’innovazione tecnologica dei processi gestionali e produttivi debba essere 
perseguita nell’ottica del miglioramento ed efficientamento, è altresì consapevole che quest’ultima possa 
introdurre nuove minacce su aspetti di cyber security, privacy e più in generale sulla information security.

Inoltre, Demont Srl rientra all’interno di un quadro normativo complesso composto da adempimenti di tipo 
regolatorio e requisiti volontariamente sottoscritti riconducibili ad aspetti di cyber security, privacy e 
information security, tra questi rientrano:

NIS2 (Network and Information Security Directive) Direttiva (UE) 2022/2555,
GDPR (General Data Protection Regulation) Regolamento (UE) 2016/679,
The NIST Cybersecurity Framework (CSF) 2.0.

Al fine di contrastare le potenziali nuove minacce e per conformarsi alla normativa cogente e richiesta dal 
mercato, Demont Srl ha deciso di integrare nel proprio sistema di gestione il modello gestionale definito nello 
standard ISO 27001:2022 esteso ai requisiti del CSF 2.0 Core.

Attraverso la sistematica applicazione del sistema di gestione per la sicurezza delle informazioni si intendono 
raggiungere i seguenti obiettivi:

Perseguire un elevato livello di sicurezza delle informazioni garantendo riservatezza, disponibilità ed 
integrità delle informazioni;
La piena conformità alla normativa cogente in materia di cyber security e privacy;
Il rispetto dei requisiti contrattuali, e volontariamente sottoscritti riconducibili ad aspetti di cyber 
security, privacy e information security;
Disporre di un sistema efficace e validato per la gestione degli incidenti di cyber security e privacy 
mantenendo attivi canali di comunicazione con le istituzioni di riferimento (Agenzia per la 
cybersicurezza nazionale e Garante della Privacy);
Garantire la continuità operativa minimizzando in caso di interruzione e disastro gli impatti sui processi 
di business attraverso piani di business continuity e di disaster recovery efficaci e validati.

Demont Srl è impegnata nel miglioramento continuo del proprio sistema di gestione per la sicurezza delle 
informazioni applicando, monitorando ed investendo sui controlli di sicurezza e sull’infrastruttura tecnologica 
sulla quale si appoggiano i propri processi. 

La presente politica è oggetto di valutazione periodica in termini di adeguatezza da parte della Direzione in 
occasione del Riesame della Direzione. 

Ogni persona operante all’interno di Demont Srl è chiamata a partecipare attivamente all’impegno derivante 
da questa politica: la consapevolezza e il senso di responsabilità di ciascuno devono essere sempre alimentati 
dalla certezza di ottenere una ottimizzazione costante delle proprie prestazioni.
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